## XIII. melléklet

##  Nyilatkozat az adatvédelmi szabályok betartásáról

az FWC 09/2018/OP/EITPROC szerinti egészségügyi szolgáltatások biztosítására vonatkozóan

Ezt a nyomtatványt minden ajánlattevőnek / konzorciumi tagnak / alvállalkozónak alá kell írnia.

*(Töltse ki vagy törölje a zárójelben, szürke dőlt betűkkel feltüntetett részeket)*

[Válasszon a szögletes zárójelben, szürke betűkkel feltüntetett lehetőségek közül]

Alulírott *\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*:

* saját nevében *(természetes személy esetén)*

vagy

* a következő jogi személy nevében eljárva: *(csak ha a gazdálkodó jogi személy)*

Teljes hivatalos név:

Hivatalos jogi forma:

Teljes hivatalos cím:

Héaazonosító szám:

1. kijelenti, hogy [a fentnevezett jogi személy] az általános adatvédelmi rendelet (GDPR, (EU) 2016/679 rendelet[[1]](#footnote-2)) 4. cikke (2) és (8) bekezdése szerinti „adatfeldolgozóként” betöltött szerepében:
2. a GDPR-rel (és adott esetben a magyar jog szerinti bármely megfelelő végrehajtási aktussal) összhangban kezeli az összes személyes adatot[[2]](#footnote-3);
3. kizárólag a 09/2018/OP/EITPROC keretszerződés (a továbbiakban: a Szerződés) céljaira kezelhet személyes adatokat. Az adatok nem használhatók újra fel az eredeti céllal nem összeegyeztethető célokra;
4. tevékenységét kizárólag az Európai Innovációs és Technológiai Intézet (EIT) és az Európai Unió Bűnüldözési Képzési Ügynöksége (CEPOL) (a továbbiakban: az Ügynökségek) felügyelete alatt végezheti, különösen a személyes adatok kezelésének céljára, az esetlegesen kezelt adatok kategóriáira, az adatok címzettjeire, illetve az érintett által jogai gyakorlására felhasználható eszközökre vonatkozóan;
5. kizárólag konkrét utasítások szerint és megfelelő biztonsági védőintézkedések végrehajtása mellett továbbíthat személyes adatokat harmadik felek számára, a jogosulatlan kezelés és közlés elkerülése érdekében;
6. csakis a Szerződés szerinti szolgáltatások végrehajtásához és kezeléséhez feltétlenül szükséges mértékben biztosíthat hozzáférést az adatokhoz az alkalmazottai számára;
7. garantálja, hogy a Szerződés által érintett egészségügyi adatokat kezelő valamennyi alkalmazottja utasítást kapott arra, hogy betartsa az összes alkalmazandó adatvédelmi jogszabályt, illetve aláírt egy titoktartási nyilatkozatot, amennyiben az adott alkalmazott nem olyan egészségügyi szakember, akire szakmai titoktartási kötelezettség vagy az alkalmazandó jogszabályok szerint azzal egyenértékű titoktartási kötelezettség vonatkozik;
8. bármikor hozzáférést biztosít az Ügynökségek és az európai adatvédelmi biztos számára (a Szerződés időtartama alatt) minden helyiséghez, ahol a Szerződés által érintett személyes adatokat kezelik, annak érdekében, hogy ellenőrizzék az adatvédelmi rendelet betartását;
9. garantálja, hogy az érintett Ügynökség előzetes írásbeli beleegyezése nélkül a Szerződés szerinti semmilyen személyes adatot nem kezelnek az egészségügyi központ helyiségein kívül;
10. garantálja, hogy az érintett Ügynökség előzetes írásbeli beleegyezése nélkül a Szerződés szerinti semmilyen személyes adatot nem kezelnek az Európai Unió tagállamain vagy az Európai Gazdasági Térségen[[3]](#footnote-4) kívül;
11. garantálja, hogy – a GDPR-nek (és adott esetben a magyar jog szerinti bármely megfelelő végrehajtási aktusnak) megfelelően – a személyes adatokat nem tárolják tovább, mint ameddig azt gyűjtésük célja szükségessé teszi.
12. kijelenti, hogy [a fentnevezett jogi személy] most és a jövőre nézve is vállalja, hogy – tekintettel a szóban forgó személyes adatok kezelésével, illetve jellegével járó kockázatokra – megfelelő technikai és szervezeti biztonsági intézkedéseket tesz annak érdekében, hogy
13. megakadályozza a jogosulatlan személyeket abban, hogy hozzáférjenek a személyes adatokat kezelő számítógépes rendszerekhez, és különösen, hogy megakadályozza az alábbiakat:
14. adathordozók jogosulatlan leolvasása, másolása, módosítása vagy eltávolítása;
15. jogosulatlan adatbevitel, valamint tárolt személyes adatok jogosulatlan közlése, megváltoztatása vagy törlése;
16. adatkezelő rendszerek jogosulatlan használata adatátviteli eszközök segítségével;
17. biztosítsa, hogy az adatkezelő rendszer jogosult felhasználói csak azokhoz a személyes adatokhoz férnek hozzá, amelyek tekintetében hozzáférési joggal rendelkeznek;
18. nyilvántartást vezessen arról, hogy mely személyes adatokat közölték, mikor és kinek;
19. biztosítsa, hogy a harmadik felek nevében kezelt személyes adatokat kizárólag az Ügynökségek által előírt módon lehessen kezelni;
20. biztosítsa, hogy a személyes adatok közlése és az adathordozók szállítása során az adatokat engedély nélkül ne lehessen leolvasni, másolni, illetve törölni;
21. a szervezeti felépítést olyan módon tervezzék meg, hogy az megfeleljen az adatvédelemre vonatkozó követelményeknek.

Az említett 2. szakasz tekintetében a szolgáltató által vállalat technikai és szervezési intézkedések az alábbiak[[4]](#footnote-5):

*(…)*

Teljes név Dátum Aláírás

1. Általános adatvédelmi rendelet (GDPR): Az Európai Parlament és a Tanács (EU) 2016/679 rendelete (2016. április 27.) a természetes személyeknek a személyes adatok kezelése tekintetében történő védelméről és az ilyen adatok szabad áramlásáról, valamint a 95/46/EK rendelet hatályon kívül helyezéséről (HL L 119., 2016.5.4., 1–88. o.) [↑](#footnote-ref-2)
2. A „személyes adat” fogalommeghatározáshoz lásd a GDPR 4. cikke (1) bekezdését. [↑](#footnote-ref-3)
3. Idetartozik a felhőalapú számítástechnikai infrastruktúra használata is. [↑](#footnote-ref-4)
4. Biztosítani kell a technikai és szervezési intézkedések rövid leírását (vagy alternatívaként: csatolni kell az adat-/informatikai biztonsági koncepciót vagy ellenőrzési jelentést). [↑](#footnote-ref-5)